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276 Evaluating the Privacy and Utility of Time-Series Data Perturbation Algorithms. Mathematics, 2023, 11,
1260. 1.1 1

277 Three-Factor Anonymous Authentication and Key Agreement Based on Fuzzy Biological Extraction for
Industrial Internet of Things. IEEE Transactions on Services Computing, 2023, 16, 3000-3013. 3.2 5

278 Dynamic Network-Assisted D2D-Aided Coded Distributed Learning. IEEE Transactions on
Communications, 2023, , 1-1. 4.9 0

279 A manyâ€•objective optimization algorithm with dual criteria and mixed distribution correction strategy.
Concurrency Computation Practice and Experience, 2023, 35, . 1.4 0

281
Object pose estimation based on stereo vision with
improved<scp>Kâ€•D</scp>tree<scp>ICP</scp>algorithm. Concurrency Computation Practice and
Experience, 2023, 35, .

1.4 0

282 SUSIC: A Secure User Access Control Mechanism for SDN-Enabled IIoT and Cyberâ€“Physical Systems. IEEE
Internet of Things Journal, 2023, 10, 16504-16515. 5.5 3

283 A Systematic Review of Data Quality in CPS and IoT for Industry 4.0. ACM Computing Surveys, 2023, 55,
1-38. 16.1 2

285 Cyber-Physical Systems Security: Analysis, Opportunities, Challenges, and Future Prospects. Advances
in Information Security, 2023, , 21-46. 0.9 3

292 Efficient Privacy Preserving Graph Neural Network for Node Classification. , 2023, , . 1

293 A Novel Framework for Network Intrusion Detection in Healthcare Domain. , 2023, , . 0

294 Application of AI &amp; ML in 5G Communication. Transactions on Computer Systems and Networks,
2023, , 149-170. 0.5 2

296 Differentially Private Timeseries Forecasts for Networked Control. , 2023, , . 1

306 Integration of Blockchain Into Medical Data Security. Advances in Healthcare Information Systems
and Administration Book Series, 2023, , 137-165. 0.2 1

309 Wireless Coded Distributed Learning with Gaussian-based Local Differential Privacy. , 2023, , . 0

317 HCPP: A Data-Oriented Framework to Preserve Privacy during Interactions with Healthcare Chatbot. ,
2023, , . 0

323 A Review on Information Security Risk Assessment of Smart Systems: Risk Landscape, Challenges, and
Prospective Methods. , 2023, , . 0

324 Robots as AI Double Agents: Privacy in Motion Planning. , 2023, , . 0

328 LDP-Feat: Image Features with Local Differential Privacy. , 2023, , . 0



18

Citation Report

# Article IF Citations

329 ODTT: Optimized Dynamic Taxonomy Tree with Differential Privacy. , 2023, , . 0

332 Reliable Federated Learning with Mobility-Aware Reputation Mechanism for Internet of Vehicles. , 2023,
, . 0

333 Preserving Privacy in Big Data Analytics: A Differential Privacy Approach in Cyber Physical System. ,
2023, , . 0

334 Cyber-physical security in a stand-alone photovoltaic system for rural electrification. , 2024, , 29-75. 0


