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19 Lessons Learnt on Reproducibility in Machine Learning Based Android Malware Detection. Empirical
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37 Musti: Dynamic Prevention of Invalid Object Initialization Attacks. IEEE Transactions on Information
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Automated Program Repair Systems. , 2019, , . 78
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42 On the Evolution of Mobile App Complexity. , 2019, , . 9
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46 FraudDroid: automated ad fraud detection for Android apps. , 2018, , . 53

47 MoonlightBox: Mining Android API Histories for Uncovering Release-Time Inconsistencies. , 2018, , . 17

48 Characterising deprecated Android APIs. , 2018, , . 48
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55 Characterizing malicious Android apps by mining topic-specific data flow signatures. Information and
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57 SimiDroid: Identifying and Explaining Similarities in Android Apps. , 2017, , . 29

58 Variability Management and Assessment for User Interface Design. Human-computer Interaction Series,
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87 DSCo: A Language Modeling Approach for Time Series Classification. Lecture Notes in Computer
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100 An extensive systematic review on the Model-Driven Development of secure systems. Information and
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101 FlowDroid. ACM SIGPLAN Notices, 2014, 49, 259-269. 0.2 801

102 Generating realistic Smart Grid communication topologies based on real-data. , 2014, , . 31

103 A Forensic Analysis of Android Malware -- How is Malware Written and How it Could Be Detected?. ,
2014, , . 27

104 Advances in Model-Driven Security. Advances in Computers, 2014, 93, 103-152. 1.2 24

105 Large-scale machine learning-based malware detection. , 2014, , . 15

106 Feature Relations Graphs: A Visualisation Paradigm for Feature Constraints in Software Product
Lines. , 2014, , . 23

107 Automatically Exploiting Potential Component Leaks in Android Applications. , 2014, , . 43

108 Modularity and Dynamic Adaptation of Flexibly Secure Systems: Model-Driven Adaptive Delegation in
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110 Model-Driven Security with A System of Aspect-Oriented Security Design Patterns. , 2014, , . 9

111
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112 Static Analysis for Extracting Permission Checks of a Large Scale Framework: The Challenges and
Solutions for Analyzing Android. IEEE Transactions on Software Engineering, 2014, 40, 617-632. 4.3 62

113
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