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Management Systems. Studies in Computational Intelligence, 2020, 323-332
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Improving the Performance of Manufacturing Technologies for Advanced Material Processing
Using a Big Data and Machine Learning Framework. Materials Today: Proceedings, 2019, 11, 380-385

Comparative Study of Machine Learning Methods for In-Vehicle Intrusion Detection. Lecture Notes
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139  An Ontology-based Storage of Security Information. Information Technology and Control, 2018, 47, 13 2

An Automated Graph Based Approach to Risk Assessment for Computer Networks with Mobile

Components. Communications in Computer and Information Science, 2018, 95-106




IGOR V KOTENKO

Evolutionary Algorithms for Design of Virtual Private Networks. Studies in Computational

137 Intelligence, 2018, 287-297 08

Assessment of Computer Network Resilience Under Impact of Cyber Attacks on the Basis of
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Detection of traffic anomalies in multi-service networks based on a fuzzy logical inference. Studies
in Computational Intelligence, 2017, 79-88

Visualization Model for Monitoring of Computer Networks Security Based on the Analogue of o
99 Voronoi Diagrams. Lecture Notes in Computer Science, 2016, 141-157 9 3

Countermeasure Selection Based on the Attack and Service Dependency Graphs for Security
Incident Management. Lecture Notes in Computer Science, 2016, 107-124

Reconfiguration of Access Schemes in Virtual Networks of the Internet of Things by Genetic

97 Algorithms. Studies in Computational Intelligence, 2016, 155-165 o8 1

Using Genetic Algorithms for Design and Reconfiguration of RBAC Schemes 2016,

95  Analysis and Classification of Methods for Network Attack Detection. SP/IRAS Proceedings, 2016, 2,207 1.6 19

An Analysis of Security Event Correlation Techniques in Siem-Systems. Part 1. SPIIRAS Proceedings,
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