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65 IccTA: Detecting Inter-Component Privacy Leaks in Android Apps. , 2015, , . 258

66 Dynamically Provisioning Isolation in Hierarchical Architectures. Lecture Notes in Computer Science,
2015, , 83-101. 1.3 2

67 Factors Impacting the Effort Required to Fix Security Vulnerabilities. Lecture Notes in Computer
Science, 2015, , 102-119. 1.3 9

68 jÃ„k: Using Dynamic Analysis to Crawl and Test Modern Web Applications. Lecture Notes in Computer
Science, 2015, , 295-316. 1.3 22

69 FlowDroid. ACM SIGPLAN Notices, 2014, 49, 259-269. 0.2 801

70 Tracking load-time configuration options. , 2014, , . 29

71 Join point interfaces for safe and flexible decoupling of aspects. ACM Transactions on Software
Engineering and Methodology, 2014, 23, 1-41. 6.0 29

72 A Machine-learning Approach for Classifying and Categorizing Android Sources and Sinks. , 2014, , . 213



6

Eric Bodden

# Article IF Citations

73 FlowTwist: efficient context-sensitive inside-out taint analysis for large codebases. , 2014, , . 24

74 Reviser: efficiently updating IDE-/IFDS-based data-flow analyses in response to incremental program
changes. , 2014, , . 50

75 Denial-of-App Attack. , 2014, , . 6
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93 MOPBox: A Library Approach to Runtime Verification. Lecture Notes in Computer Science, 2012, ,
365-369. 1.3 14
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