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5 Quantum true random number generation on IBMâ€™s cloud platform. Journal of King Saud University -
Computer and Information Sciences, 2022, 34, 6453-6465. 2.7 4
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Multimedia Tools and Applications, 2022, 81, 15859-15878. 2.6 23

10 On Chaos based duo confusion duo diffusion for colour images. Multimedia Tools and Applications,
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Computing and Applications, 2021, 33, 6671-6684. 3.2 24
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Tools and Applications, 2021, 80, 8581-8609. 2.6 1

15 Diffusionâ€‰+â€‰Confusion: Chaos-assisted Twofold Cryptosystem for Secure Video Transmission. Lecture
Notes in Networks and Systems, 2021, , 145-153. 0.5 1

16 Chaos Blend LFSRâ€”Duo Approach on FPGA for Medical Image Security. Lecture Notes in Networks and
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18 Monitoring and Alerting of Hazardous gases in Municipal Solid Waste using Application Program
Interface. , 2021, , . 2
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20 Design and Implementation of Chao-Cryptic Architecture on FPGA for Secure Audio Communication.
Lecture Notes in Networks and Systems, 2021, , 135-144. 0.5 0

21 Medical Image Encryption. , 2021, , 269-293. 0

22 IoT assisted Waste Collection and Management system using QR codes. , 2021, , . 4
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30 Reversible data hiding in an encrypted image using the homomorphic property of elliptic curve
cryptography. Journal of Intelligent and Fuzzy Systems, 2021, 41, 5583-5594. 0.8 2

31 ROI-based medical image watermarking for accurate tamper detection, localisation and recovery.
Medical and Biological Engineering and Computing, 2021, 59, 1355-1372. 1.6 16

32 Colour image encryption based on customized neural network and DNA encoding. Neural Computing
and Applications, 2021, 33, 14533-14550. 3.2 35

33 On dual encryption with RC6 and combined logistic tent map for grayscale and DICOM. Multimedia
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34 Design of Transformer for Wireless Power Transfer in Electric Vehicles. Iranian Journal of Science
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35 Bio-inspired cryptosystem on the reciprocal domain: DNA strands mutate to secure health data.
Frontiers of Information Technology and Electronic Engineering, 2021, 22, 940-956. 1.5 10

36 Security analysis of reversible logic cryptography design with LFSR key on 32-bit microcontroller.
Microprocessors and Microsystems, 2021, 84, 104265. 1.8 5



4

Amirtharajan

# Article IF Citations

37 Robust Image Encryption in Transform Domain Using Duo Chaotic Mapsâ€”A Secure Communication.
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38 Double layered Fridrich structure to conserve medical data privacy using quantum cryptosystem.
Journal of Information Security and Applications, 2021, 63, 102972. 1.8 7

39 A Crypto Model for Confuse-Cum-Diffuse RGB Images: A Near Zero Correlation Approach. Lecture
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41 Image encryption through RNA approach assisted with neural key sequences. Multimedia Tools and
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42 Hopfield attractor-trusted neural network: an attack-resistant image encryption. Neural Computing
and Applications, 2020, 32, 11477-11489. 3.2 52

43 Predictive Controller Design for a Cement Ball Mill Grinding Process under Larger Heterogeneities in
Clinker Using State-Space Models. Designs, 2020, 4, 36. 1.3 3
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Conference Series: Materials Science and Engineering, 2020, 872, 012045. 0.3 5

45 Fridrich Structure Implementation on Gray Scale Images in an Embedded FPGA Platform. , 2020, , . 0
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48 Real Time Authenticated Spectrum Access and Encrypted Image Transmission via Cloud Enabled Fusion
centre. Wireless Personal Communications, 2020, 115, 2127-2148. 1.8 0
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50 Automatic Waste Segregation and Management. , 2020, , . 4

51 IoT based Waste Management for Smart Cities. , 2020, , . 15

52 Reversible Hiding with Quick Response Code - A Responsible Security. , 2020, , . 0

53 IoT based Healthcare Monitoring and Intravenous Flow Control. , 2020, , . 3
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55 Metastability Influenced PUF for Cryptographic Key Generation: A FPGA Approach. , 2020, , . 3

56 Hybrid Random Number Generation Architecture for Mobile Registration Controller: A
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63 Synthetic Image and Strange Attractor: Two Folded Encryption Approach for Secure Image
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Biological Engineering and Computing, 2020, 58, 1445-1458. 1.6 87
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68 Pyramid Entropy Source for True Random Number Generator on FPGA. Advances in Intelligent Systems
and Computing, 2020, , 23-33. 0.5 1

69 Advanced framework for highly secure and cloudâ€•based storage of colour images. IET Image
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70 Ring oscillator as confusion â€“ diffusion agent: a complete TRNG drove image security. IET Image
Processing, 2020, 14, 2987-2997. 1.4 42
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confidentiality. IET Image Processing, 2020, 14, 1354-1365. 1.4 32

72 Tamper Detection of Medical Images Using Modified Hashing Algorithm. Advances in Intelligent
Systems and Computing, 2020, , 491-498. 0.5 1
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73 Tri Layer Model for Color Image Ciphering Through DNA Assisted 2D Chaos. Advances in Intelligent
Systems and Computing, 2020, , 404-416. 0.5 0

74 LFSR-Keyed MUX for Random Number Generation in Nano Communication Using QCA. Advances in
Information Security, Privacy, and Ethics Book Series, 2020, , 70-83. 0.4 0

75 Grey-Level Text Encryption Using Chaotic Maps and Arnold Transform. Advances in Intelligent Systems
and Computing, 2020, , 491-500. 0.5 1
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77 Indicator-based lightweight steganography on 32-bit RISC architectures for IoT security. Multimedia
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79 A cloud compatible DNA coded security solution for multimedia file sharing &amp; storage.
Multimedia Tools and Applications, 2019, 78, 33837-33863. 2.6 17

80 Chaotic based Image Encryption - A Neutral Perspective. , 2019, , . 0

81 Optimized Lightweight Image Steganography on Embedded Device via LUT Approach. , 2019, , . 1
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83 LabVIEW based Alert System for Elderly Bedridden Cardiovascular Patients. , 2019, , . 0

84 Reciprocal Time Domain Disruption of Image for Secured Communication. , 2019, , . 2

85 An Eccentric Crypto Approach for Medical Images A Strange Crypto Model. , 2019, , . 0

86 A Novel Multiple Segmented Image Encryption. , 2019, , . 0

87 A Robust 3 Tier DNA blended chaotic framework for Grayscale images. , 2019, , . 1

88 Design and Analysis of Ring Oscillator Influenced Beat Frequency Detection for True Random Number
Generation on FPGA. , 2019, , . 7

89 Chaos in Series to Avoid Serial Attacks on Image: A Secure Image Communication Perspective. , 2019, , . 0

90 A Novel Quantum Encryption and Authentication Framework Integrated with IoT. , 2019, , 123-150. 1
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92 Entropy Influenced RNA Diffused Quantum Chaos to Conserve Medical Data Privacy. International
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94 A 3D Key for Encrypting 2D Images - A DNA Melded Chaotic Approach. , 2019, , . 1
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100 Secure Encrypted Data Transmission Via Multiple Chaotic Maps. , 2019, , . 0
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111 Encryption and watermark-treated medical image against hacking diseaseâ€”An immune convention in
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112 Networked hardware assisted key image and chaotic attractors for secure RGB image communication.
Multimedia Tools and Applications, 2018, 77, 23449-23482. 2.6 26

113 Transreceiving of encrypted medical image â€“ a cognitive approach. Multimedia Tools and Applications,
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117 IoT Framework for Secure Medical Image Transmission. , 2018, , . 12
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. 5

131 Chaos triggered image encryption - a reconfigurable security solution. Multimedia Tools and
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Microsystems, 2017, 50, 1-13. 1.8 22

134 Tamper Proofing Identification and Authenticated DICOM Image Transmission Using Wireless Channels
and CR Network. Wireless Personal Communications, 2017, 97, 5573-5595. 1.8 5

135 Stego integrated image encryption using row and column indexing â€” An information security. , 2017, , . 0
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141 Optic assisted image encryption: Confluence of chaos and virtual instrumentation. , 2017, , . 1

142 Secure medical image sharing: A hardware authentication approach. , 2017, , . 7
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144 Cellular automata + LFSR + synthetic image: A trio approach to image encryption. , 2017, , . 2
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148 Secured Emergency Based Adaptive Batch and Fuzzy Inference System Management in Cognitive Radio.
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149 Enhancing the Security of Customer Data in Cloud Environments Using a Novel Digital Fingerprinting
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150 Competition among interleavers in OFDM-an encrypted modulated modulation approach. , 2016, , . 1
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164 Medical data sheet in safe havens â€“ A tri-layer cryptic solution. Computers in Biology and Medicine,
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176 Comparative Analysis of (5/3) and Haar IWT Based Steganography. Information Technology Journal,
2014, 13, 2534-2543. 0.3 5
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Intelligence, 2014, 7, 54-68. 0.7 9
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Information Technology, 2014, 6, 207-215. 0.4 22

180 Dual Cellular Automata on FPGA: An Image Encryptors Chip. Research Journal of Information
Technology, 2014, 6, 223-236. 0.4 9
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Research Journal of Information Technology, 2014, 6, 166-177. 0.4 3
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216 Standard deviation converges for random image steganography. , 2013, , . 4
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