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2010, , . 314
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8 Secure and privacy preserving keyword searching for cloud storage services. Journal of Network and
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26 Dynamic multi-client searchable symmetric encryption with support for boolean queries. Information
Sciences, 2020, 506, 234-257. 6.9 31
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37 Dynamic Keyword Search With Hierarchical Attributes in Cloud Computing. IEEE Access, 2018, 6,
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40 Reliable Re-Encryption in Unreliable Clouds. , 2011, , . 16
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44 An Anonymous Offline RFID Grouping-Proof Protocol. Future Internet, 2018, 10, 2. 3.8 12
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59 A Dual Privacy Preserving Scheme in Continuous Location-Based Services. , 2017, , . 6
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Science, 2016, , 557-571. 1.3 3
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77 Privacy Preserving for Location-Based Services Using Location Transformation. Lecture Notes in
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78 Privacy Preserving Scheme for Location and Content Protection in Location-Based Services. Lecture
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79 A secure hierarchical deduplication system in cloud storage. , 2016, , . 2
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Networks. , 2017, , . 2
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85 Dynamic Searchable Symmetric Encryption with Forward and Backward Privacy. , 2021, , . 2

86 Multi-community Opportunistic Routing Algorithm Based on Machine Learning In the Internet of
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89 Achieving Flow-Oriented Reliable Services in Cloud Computing. , 2017, , . 0
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92 Secure Search and Storage Services in Cloud and Fog/Edge Computing. Advances in Information
Security, 2021, , 55-91. 1.2 0


