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58 Video Presentation Attack Detection in Visible Spectrum Iris Recognition Using Magnified Phase
Information. IEEE Transactions on Information Forensics and Security, 2015, 10, 2048-2056. 6.9 35

59 Parameterized geometric alignment for minutiae-based fingerprint template protection. , 2009, , . 34

60 Multi-Biometric Template Protection: Issues and Challenges. , 0, , . 34

61 Scenario test of accelerometer-based biometric gait recognition. , 2011, , . 33

62 Scaling-robust fingerprint verification with smartphone camera in real-life scenarios. , 2013, , . 33

63 Morphing Attack Detection-Database, Evaluation Platform, and Benchmarking. IEEE Transactions on
Information Forensics and Security, 2021, 16, 4336-4351. 6.9 33

64 Quantifying privacy and security of biometric fuzzy commitment. , 2011, , . 32

65 Classifying accelerometer data via hidden Markov models to authenticate people by the way they walk.
IEEE Aerospace and Electronic Systems Magazine, 2013, 28, 29-35. 1.3 32

66 Detecting Morphed Face Images Using Facial Landmarks. Lecture Notes in Computer Science, 2018, ,
444-452. 1.3 32

67 <title>Feature-based watermarking of 2D vector data</title>. , 2003, , . 31

68 Assessing face image quality for smartphone based face recognition system. , 2017, , . 31

69 <title>Watermarking 2D-vector data for geographical information systems</title>. , 2002, , . 30

70 Fingerprint Presentation Attack Detection Based on Local Features Encoding for Unknown Attacks.
IEEE Access, 2021, 9, 5806-5820. 4.2 30

71 Wavelet based texture segmentation of multi-modal tomographic images. Computers and Graphics,
1997, 21, 347-358. 2.5 29

72 Combining Iris and Periocular Recognition Using Light Field Camera. , 2013, , . 29



6

Christoph Busch

# Article IF Citations
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101 Towards Fingerprint Presentation Attack Detection Based on Convolutional Neural Networks and
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102 Feature extraction from vein images using spatial information and chain codes. Information Security
Technical Report, 2012, 17, 26-35. 1.3 20
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162 Multi-Modal Fingerprint Presentation Attack Detection: Analysing the Surface and the Inside. , 2019, , . 12



11

Christoph Busch

# Article IF Citations

163 Thermal Image Super-Resolution Challenge - PBVS 2020. , 2020, , . 12

164 Feature Fusion Methods for Indexing and Retrieval of Biometric Data: Application to Face Recognition
With Privacy Protection. IEEE Access, 2021, 9, 139361-139378. 4.2 12
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203 Multi-spectral Imaging for Robust Ocular Biometrics. , 2018, , . 9

204 Privacy-preserving PLDA speaker verification using outsourced secure computation. Speech
Communication, 2019, 114, 60-71. 2.8 9

205 Cross-Spectral Periocular Recognition by Cascaded Spectral Image Transformation. , 2019, , . 9

206 Semantic Segmentation of Periocular Near-Infra-Red Eye Images Under Alcohol Effects. IEEE Access,
2021, 9, 109732-109744. 4.2 9

207 ConvNet Regression for Fingerprint Orientations. Lecture Notes in Computer Science, 2017, , 325-336. 1.3 9

208 Single Morphing Attack Detection Using Feature Selection and Visualization Based on Mutual
Information. IEEE Access, 2021, 9, 167628-167641. 4.2 9

209 Morphological Operations for Color-Coded Images. Computer Graphics Forum, 1995, 14, 193-204. 3.0 8

210 Feature-Level Fusion of Iris and Face for Personal Identification. Lecture Notes in Computer Science,
2009, , 356-364. 1.3 8

211 GUC100 Multi-scanner Fingerprint Database for In-House (Semi-public) Performance and
Interoperability Evaluation. , 2010, , . 8

212 Robust localization of ears by feature level fusion and context information. , 2013, , . 8

213 A novel approach used for measuring fingerprint orientation of arch fingerprint. , 2014, , . 8
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218 Presentation Attack Detection in Face Biometric Systems Using Raw Sensor Data from Smartphones. ,
2016, , . 8

219 Effects of image compression on ear biometrics. IET Biometrics, 2016, 5, 252-261. 2.5 8

220 Ear recognition after ear lobe surgery: A preliminary study. , 2016, , . 8
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231 Bridging Gaps: An application of feature warping to online signature verification. , 2014, , . 7

232 Cloud Password Manager Using Privacy-Preserved Biometrics. , 2014, , . 7

233 TripleA: Accelerated accuracy-preserving alignment for iris-codes. , 2016, , . 7
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