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8 A novel image encryption scheme based on a linear hyperbolic chaotic system of partial differential
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43 Quantum Block Image Encryption Based on Arnold Transform and Sine Chaotification Model. IEEE
Access, 2019, 7, 57188-57199. 2.6 33
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60 Chaotic Image Encryption of Regions of Interest. International Journal of Bifurcation and Chaos in
Applied Sciences and Engineering, 2016, 26, 1650193. 0.7 25

61
A Block Compressive Sensing Based Scalable Encryption Framework for Protecting Significant Image
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64 A novel combined cryptographic and hash algorithm based on chaotic control character.
Communications in Nonlinear Science and Numerical Simulation, 2009, 14, 3889-3900. 1.7 21

65 Improved reversible data hiding for encrypted images using full embedding strategy. Electronics
Letters, 2015, 51, 690-691. 0.5 21

66 Analysis and improvement of a hash-based image encryption algorithm. Communications in Nonlinear
Science and Numerical Simulation, 2011, 16, 3269-3278. 1.7 20
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