A7 511 12 21

papers citations h-index g-index

51 661 2.2 4.14

ext. papers ext. citations avg, IF L-index



KONSTANTINOS FYSARAKIS

# Paper IF Citations
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46 (Switzerland), 2021, 10, 92 26 2
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