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23 Enhancing Usage Control for Performance: A Proposal for Systems of Systems (Research Poster). ,
2018, , . 3

24 Privacy Preserving Distributed Attribute Computation for Usage Control in the Internet of Things. ,
2018, , . 3

25 Discovering Homophily in Online Social Networks. Mobile Networks and Applications, 2018, 23,
1715-1726. 2.2 14

26 Privacy Preserving Distributed Computation of Private Attributes for Collaborative Privacy Aware
Usage Control Systems. , 2018, , . 2

27 Introducing Usage Control in MQTT. Lecture Notes in Computer Science, 2018, , 35-43. 1.0 8
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47 A Tool for Managing the X1.V1 Platform on the Cloud. Scalable Computing, 2015, 16, . 0.7 1

48 Maturity Assessment of Wikipedia Medical Articles. , 2014, , . 5

49 Architecture, Workflows, and Prototype for Stateful Data Usage Control in Cloud. , 2014, , . 9
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55 Stateful Usage Control for Android Mobile Devices. Lecture Notes in Computer Science, 2014, , 97-112. 1.0 3
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91 Exploiting If This Then That and Usage Control obligations for Smart Home security and management.
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92 Trust Management for Grid Systems. , 0, , 149-178. 0


