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Information Sciences, 2018, 462, 262-277. 4.0 187

4 An Efficient Privacy-Preserving Outsourced Calculation Toolkit With Multiple Keys. IEEE Transactions
on Information Forensics and Security, 2016, 11, 2401-2414. 4.5 186
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Things Journal, 2018, 5, 3008-3018. 5.5 107
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32 A Secure Data Self-Destructing Scheme in Cloud Computing. IEEE Transactions on Cloud Computing,
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34 Secure Online/Offline Data Sharing Framework for Cloud-Assisted Industrial Internet of Things. IEEE
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35 A secure IoT cloud storage system with fine-grained access control and decryption key exposure
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102 Lightweight Privacy-Preserving Medical Diagnosis in Edge Computing. IEEE Transactions on Services
Computing, 2022, 15, 1606-1618. 3.2 28

103 Reconstruction and analysis of a genome-scale metabolic network of Corynebacterium glutamicum
S9114. Gene, 2016, 575, 615-622. 1.0 27

104 Achieving Privacy-Preserving and Lightweight Truth Discovery in Mobile Crowdsensing. IEEE
Transactions on Knowledge and Data Engineering, 2022, 34, 5140-5153. 4.0 27

105 Significant increase of glycolytic flux inTorulopsis glabrataby inhibition of oxidative
phosphorylation. FEMS Yeast Research, 2006, 6, 1117-1129. 1.1 26

106 A Provably Secure Aggregate Signature Scheme for Healthcare Wireless Sensor Networks. Journal of
Medical Systems, 2016, 40, 244. 2.2 26

107 An Efficient and Privacy-Preserving Biometric Identification Scheme in Cloud Computing. IEEE Access,
2018, 6, 19025-19033. 2.6 26

108 Reconstruction and Analysis of a Genome-Scale Metabolic Model of Ganoderma lucidum for Improved
Extracellular Polysaccharide Production. Frontiers in Microbiology, 2018, 9, 3076. 1.5 26



8

Ximeng Liu

# Article IF Citations

109 Engineering microbial cell morphology and membrane homeostasis toward industrial applications.
Current Opinion in Biotechnology, 2020, 66, 18-26. 3.3 26

110 Secure Fine-grained Encrypted Keyword Search for e-Healthcare Cloud. IEEE Transactions on
Dependable and Secure Computing, 2019, , 1-1. 3.7 25

111 Privacy-Preserving Outsourced Clinical Decision Support System in the Cloud. IEEE Transactions on
Services Computing, 2019, , 1-1. 3.2 25

112 A CRISPRâ€“Cas9 system for multiple genome editing and pathway assembly in Candida tropicalis.
Biotechnology and Bioengineering, 2020, 117, 531-542. 1.7 25

113 A secure data deletion scheme for IoT devices through key derivation encryption and data analysis.
Future Generation Computer Systems, 2020, 111, 741-753. 4.9 25

114 EmIr-Auth: Eye Movement and Iris-Based Portable Remote Authentication for Smart Grid. IEEE
Transactions on Industrial Informatics, 2020, 16, 6597-6606. 7.2 25

115 IronM: Privacy-Preserving Reliability Estimation of Heterogeneous Data for Mobile Crowdsensing. IEEE
Internet of Things Journal, 2020, 7, 5159-5170. 5.5 25
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Things Journal, 2021, 8, 17584-17595. 5.5 24

120 Completely Independent Spanning Trees on BCCC Data Center Networks With an Application to
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154 VKSE-MO: verifiable keyword search over encrypted data in multi-owner settings. Science China
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185 SPEMR: A new secure personal electronic medical record scheme with privilege separation. , 2014, , . 10

186 Reconstruction and in silico analysis of an Actinoplanes sp. SE50/110 genome-scale metabolic model
for acarbose production. Frontiers in Microbiology, 2015, 6, 632. 1.5 10

187 PTFA: a secure and privacy-preserving traffic flow analysis scheme for intelligent transportation
system. International Journal of Embedded Systems, 2016, 8, 78. 0.2 10

188 EOABS: expressive outsourced attribute-based signature. Peer-to-Peer Networking and Applications,
2018, 11, 979-988. 2.6 10

189 Dual-side privacy-preserving task matching for spatial crowdsourcing. Journal of Network and
Computer Applications, 2018, 123, 101-111. 5.8 10

190 A Lightweight Cloud Sharing PHR System With Access Policy Updating. IEEE Access, 2018, 6, 64611-64621. 2.6 10

191 Lsm12 Mediates Deubiquitination of DNA Polymerase Î· To Help <i>Saccharomyces cerevisiae</i> Resist
Oxidative Stress. Applied and Environmental Microbiology, 2019, 85, . 1.4 10

192 Perturbation-Hidden: Enhancement of Vehicular Privacy for Location-Based Services in Internet of
Vehicles. IEEE Transactions on Network Science and Engineering, 2021, 8, 2073-2086. 4.1 10

193 Towards Efficient Verifiable Boolean Search Over Encrypted Cloud Data. IEEE Transactions on Cloud
Computing, 2023, 11, 839-853. 3.1 10

194 Ranked Keyword Search over Encrypted Cloud Data Through Machine Learning Method. IEEE
Transactions on Services Computing, 2022, , 1-1. 3.2 10

195 Enhanced cutinase production of Thermobifida fusca by a two-stage batch and fed-batch cultivation
strategy. Biotechnology and Bioprocess Engineering, 2009, 14, 46-51. 1.4 9

196 SecureAD: A Secure Video Anomaly Detection Framework on Convolutional Neural Network in Edge
Computing Environment. IEEE Transactions on Cloud Computing, 2022, 10, 1413-1427. 3.1 9

197 LS-RQ: A Lightweight and Forward-Secure Range Query on Geographically Encrypted Data. IEEE
Transactions on Dependable and Secure Computing, 2022, 19, 388-401. 3.7 9

198 Lightweight Fine-Grained Access Control for Wireless Body Area Networks. Sensors, 2020, 20, 1088. 2.1 9



13

Ximeng Liu

# Article IF Citations

199 Reliable Policy Updating Under Efficient Policy Hidden Fine-Grained Access Control Framework for
Cloud Data Sharing. IEEE Transactions on Services Computing, 2022, 15, 3485-3498. 3.2 9

200 Verifiable Data Mining Against Malicious Adversaries in Industrial Internet of Things. IEEE
Transactions on Industrial Informatics, 2022, 18, 953-964. 7.2 9

201 CAN Bus Messages Abnormal Detection Using Improved SVDD in Internet of Vehicles. IEEE Internet of
Things Journal, 2022, 9, 3359-3371. 5.5 9

202 Verifiable and Dynamic Multi-Keyword Search Over Encrypted Cloud Data Using Bitmap. IEEE
Transactions on Cloud Computing, 2023, 11, 336-348. 3.1 9

203 Secure and verifiable outsourced data dimension reduction on dynamic data. Information Sciences,
2021, 573, 182-193. 4.0 9

204 Verifiable online/offline multi-keyword search for cloud-assisted Industrial Internet of Things.
Journal of Information Security and Applications, 2022, 65, 103101. 1.8 9

205 Achieve Efficient and Privacy-Preserving Medical Primary Diagnosis Based on kNN. , 2018, , . 8

206 Privacy-Preserving Krawtchouk Moment feature extraction over encrypted image data. Information
Sciences, 2020, 536, 244-262. 4.0 8

207 PMKT: Privacy-preserving Multi-party Knowledge Transfer for financial market forecasting. Future
Generation Computer Systems, 2020, 106, 545-558. 4.9 8

208 Fast and Secure Location-Based Services in Smart Cities on Outsourced Data. IEEE Internet of Things
Journal, 2021, 8, 17639-17654. 5.5 8

209 Verifiable Semantic-Aware Ranked Keyword Search in Cloud-Assisted Edge Computing. IEEE
Transactions on Services Computing, 2022, 15, 3591-3605. 3.2 8

210 Efficient Attribute-Based Encryption with Blackbox Traceability. Lecture Notes in Computer Science,
2018, , 182-200. 1.0 8

211 MAFI: GNN-Based Multiple Aggregators and Feature Interactions Network for Fraud Detection Over
Heterogeneous Graph. IEEE Transactions on Big Data, 2022, 8, 905-919. 4.4 8

212 Succession and seasonal variation in epilithic biofilms on artificial reefs in culture waters of the sea
cucumber Apostichopus japonicus. Chinese Journal of Oceanology and Limnology, 2017, 35, 132-152. 0.7 7

213 Efficient agmatine production using an arginine decarboxylase with substrateâ€•specific activity. Journal
of Chemical Technology and Biotechnology, 2017, 92, 2383-2391. 1.6 7

214 Efficient and Privacy-Preserving Online Face Recognition Over Encrypted Outsourced Data. , 2018, , . 7

215 PriBioAuth: Privacy-Preserving Biometric-Based Remote User Authentication. , 2018, , . 7

216 A Fine-Grained Attribute Based Data Retrieval with Proxy Re-Encryption Scheme for Data Outsourcing
Systems. Mobile Networks and Applications, 2021, 26, 2509-2514. 2.2 7



14

Ximeng Liu

# Article IF Citations

217 Secure Semantic-Aware Search Over Dynamic Spatial Data in VANETs. IEEE Transactions on Vehicular
Technology, 2021, 70, 8912-8925. 3.9 7

218 Privacy-Preserving Compressive Sensing for Real-Time Traffic Monitoring in Urban City. IEEE
Transactions on Vehicular Technology, 2020, 69, 14510-14522. 3.9 7

219 Revocable and Privacy-Preserving Decentralized Data Sharing Framework for Fog-Assisted Internet of
Things. IEEE Internet of Things Journal, 2022, 9, 10446-10463. 5.5 7

220 ARPLR: An All-Round and Highly Privacy-Preserving Location-Based Routing Scheme for VANETs. IEEE
Transactions on Intelligent Transportation Systems, 2022, 23, 16558-16575. 4.7 7

221 Privacy-Preserving Ranked Spatial Keyword Query in Mobile Cloud-Assisted Fog Computing. IEEE
Transactions on Mobile Computing, 2023, 22, 3604-3618. 3.9 7

222 Adsorption of 2-methylisoborneol and geosmin by a low-cost hybrid adsorbent synthesized from fly
ash and bentonite. Journal of Water Supply: Research and Technology - AQUA, 2011, 60, 478-485. 0.6 6

223 Fully Secure Decentralized Key-Policy Attribute-Based Encryption. , 2013, , . 6

224 Fibroblast Growth Factor 21 Deficiency Attenuates Experimental Colitis-Induced Adipose Tissue
Lipolysis. Gastroenterology Research and Practice, 2017, 2017, 1-9. 0.7 6

225 Blockchain-Based Incentive Announcement System for Internet of Vehicles. , 2019, , . 6

226 DVREI: Dynamic Verifiable Retrieval over Encrypted Images. IEEE Transactions on Computers, 2021, , 1-1. 2.4 6

227 P2HBT: Partially Policy Hidden Eâ€•Healthcare System with Blackâ€•Box Traceability. Chinese Journal of
Electronics, 2021, 30, 219-231. 0.7 6

228 Expanding the lysine industry: biotechnological production of l-lysine and its derivatives. Advances in
Applied Microbiology, 2021, 115, 1-33. 1.3 6

229 Spatial Dynamic Searchable Encryption with Forward Security. Lecture Notes in Computer Science,
2020, , 746-762. 1.0 6

230 A Secure Document Self-Destruction Scheme with Identity Based Encryption. , 2013, , . 5

231 Attribute Based Multi-signature Scheme in the Standard Model. , 2013, , . 5

232 Simulation-based security of function-hiding inner product encryption. Science China Information
Sciences, 2018, 61, 1. 2.7 5

233 Improved Construction for Inner Product Functional Encryption. Security and Communication
Networks, 2018, 2018, 1-12. 1.0 5

234 Privacy-Preserving Medical Treatment System Through Nondeterministic Finite Automata. IEEE
Transactions on Cloud Computing, 2022, 10, 2020-2037. 3.1 5



15

Ximeng Liu

# Article IF Citations

235 5G-enabled Intelligent Application for Distributed Industrial Internet-of-Thing System. IEEE
Transactions on Industrial Informatics, 2021, , 1-1. 7.2 5

236 HTtext: A TextCNN-based pre-silicon detection for hardware Trojans. , 2021, , . 5

237 MU-TEIR: Traceable Encrypted Image Retrieval in the Multi-User Setting. IEEE Transactions on Services
Computing, 2023, 16, 1282-1295. 3.2 5

238 THz spectra of parabens at low temperature. Science China Information Sciences, 2012, 55, 114-119. 2.7 4

239 PRAM. , 2013, , . 4

240 Increased Processivity, Misincorporation, and Nucleotide Incorporation Efficiency in Sulfolobus
solfataricus Dpo4 Thumb Domain Mutants. Applied and Environmental Microbiology, 2017, 83, . 1.4 4

241 Attacking Network Isolation in Software-Defined Networks: New Attacks and Countermeasures. , 2018,
, . 4

242 PLCOM: Privacy-preserving outsourcing computation of Legendre circularly orthogonal moment over
encrypted image data. Information Sciences, 2019, 505, 198-214. 4.0 4

243 Space efficient revocable IBE for mobile devices in cloud computing. Science China Information
Sciences, 2020, 63, 1. 2.7 4

244 Sml1 Inhibits the DNA Repair Activity of Rev1 in Saccharomyces cerevisiae during Oxidative Stress.
Applied and Environmental Microbiology, 2020, 86, . 1.4 4

245 Model-Agnostic Adversarial Example Detection Through Logit Distribution Learning. , 2021, , . 4

246 FHPT: Fine-Grained EHR Sharing in E-Healthcare Cloud with Hidden Policy and Traceability. , 2020, , . 4

247 Research on the Postarc Sheath Growth Process Considering the Plasma Motion and Distribution.
IEEE Transactions on Plasma Science, 2020, 48, 4289-4297. 0.6 4

248 Auto-scalable and fault-tolerant load balancing mechanism for cloud computing based on the
proof-of-work election. Science China Information Sciences, 2022, 65, 1. 2.7 4

249 Physiological responses to ferrate (VI) stress in Microcystis aeruginosa. , 2011, , . 3

250 Efficient Data Integrity Verification Using Attribute Based Multi-signature Scheme in Wireless
Network. , 2013, , . 3

251 Effect of Î³-PGA coated urea on N-release rate and tomato growth. Wuhan University Journal of
Natural Sciences, 2014, 19, 335-340. 0.2 3

252 Efficient production of (R)-3-TBDMSO glutaric acid methyl monoester by manipulating the substrate
pocket of Pseudozyma antarctica lipase B. RSC Advances, 2017, 7, 38264-38272. 1.7 3



16

Ximeng Liu

# Article IF Citations

253 A selective and sensitive nanosensor for fluorescent detection of specific IgEs to purified allergens
in human serum. RSC Advances, 2018, 8, 3547-3555. 1.7 3

254 DOAS: Efficient data owner authorized search over encrypted cloud data. Peer-to-Peer Networking
and Applications, 2018, 11, 349-360. 2.6 3

255 Lightweight Attribute-Based Keyword Search with Policy Protection for Cloud-Assisted IoT. , 2019, , . 3

256 A Secure Enhanced Key-Policy Attribute-Based Temporary Keyword Search Scheme in the Cloud. IEEE
Access, 2020, 8, 127845-127855. 2.6 3

257 Secure Similarity Search Over Encrypted Non-Uniform Datasets. IEEE Transactions on Cloud
Computing, 2022, 10, 2102-2117. 3.1 3

258 Multimedia access control with secure provenance in fog-cloud computing networks. Multimedia
Tools and Applications, 2020, 79, 10701-10716. 2.6 3

259 Securing the Internetâ€•ofâ€•Things: Advances, challenges, future trends. Transactions on Emerging
Telecommunications Technologies, 2021, 32, e4230. 2.6 3

260 Return just your search: privacy-preserving homoglyph search for arbitrary languages. Frontiers of
Computer Science, 2022, 16, 1. 1.6 3

261 Forward and backward secure keyword search with flexible keyword shielding. Information Sciences,
2021, 576, 507-521. 4.0 3

262 Social Characteristic-Based Propagation-Efficient PBFT Protocol to Broadcast in Unstructured
Overlay Networks. IEEE Transactions on Dependable and Secure Computing, 2022, 19, 3621-3639. 3.7 3

263 Transparent Ciphertext Retrieval System Supporting Integration of Encrypted Heterogeneous Database
in Cloud-Assisted IoT. IEEE Internet of Things Journal, 2022, 9, 3784-3798. 5.5 3

264 Defense Strategy Selection Model Based on Multistage Evolutionary Game Theory. Security and
Communication Networks, 2021, 2021, 1-15. 1.0 3

265
A Class of New Permutation Polynomials over <math xmlns="http://www.w3.org/1998/Math/MathML"
id="M1"> <msub> <mrow> <mi mathvariant="double-struck">F</mi> </mrow> <mrow> <msup> <mrow>
<mn>2</mn> </mrow> <mrow>. Journal of Mathematics, 2021, 2021, 1-7.

0.5 3

266 Toward Evaluating the Reliability of Deep-Neural-Network-Based IoT Devices. IEEE Internet of Things
Journal, 2022, 9, 17002-17013. 5.5 3

267 STOP: A Service Oriented Internet Purification Against Link Flooding Attacks. IEEE Transactions on
Information Forensics and Security, 2022, 17, 938-953. 4.5 3

268 The Component Diagnosability of General Networks. International Journal of Foundations of
Computer Science, 2022, 33, 67-89. 0.8 3

269 Retrofitting LBR Profiling to Enhance Virtual Machine Introspection. IEEE Transactions on
Information Forensics and Security, 2022, 17, 2311-2323. 4.5 3

270 Trustworthy Service Composition in Service-Oriented Mobile Social Networks. , 2014, , . 2



17

Ximeng Liu

# Article IF Citations

271 Attribute Based Multisignature Scheme for Wireless Communications. Mobile Information Systems,
2015, 2015, 1-11. 0.4 2

272 Privacy-Preserving Compressive Sensing for Traffic Estimation. , 2019, , . 2

273 Privacy-Preserving Optimal Insulin Dosing Decision. , 2021, , . 2

274 Time-Controlled Hierarchical Multikeyword Search Over Encrypted Data in Cloud-Assisted IoT. IEEE
Internet of Things Journal, 2022, 9, 11017-11029. 5.5 2

275 Lightweight verifiable data management system for cloud-assisted wireless body area networks.
Peer-to-Peer Networking and Applications, 2022, 15, 1792-1816. 2.6 2

276 V-MLR: A Multilevel Security Model for Virtualization. , 2013, , . 1

277 Attribute Based Sequential Aggregate Signature. , 2013, , . 1

278 A lightweight secure network coding scheme against wiretapping. Wuhan University Journal of
Natural Sciences, 2014, 19, 156-160. 0.2 1

279 Privacy-Preserving Data Sharing Framework for High-Accurate Outsourced Computation. , 2019, , . 1

280 Implementing Security-Enhanced PHR System in the Cloud Using FAME. , 2019, , . 1

281 On some conjectures about optimal ternary cyclic codes. Applicable Algebra in Engineering,
Communications and Computing, 2022, 33, 419-436. 0.3 1

282 Reliability Evaluation of Generalized Exchanged Hypercubes Based on Imprecise Diagnosis Strategies.
Parallel Processing Letters, 2021, 31, 2150005. 0.4 1

283 Lightweight Outsourced Privacy-Preserving Heart Failure Prediction Based on GRU. Lecture Notes in
Computer Science, 2020, , 521-536. 1.0 1

284 ObliComm: Towards Building an Efficient Oblivious Communication System. IEEE Transactions on
Dependable and Secure Computing, 2019, , 1-1. 3.7 1

285 Privacy-preserving Intelligent Traffic Light Control. , 2020, , . 1

286 Privacy-Preserving Top-k Spatial Keyword Queries in Fog-Based Cloud Computing. IEEE Transactions on
Services Computing, 2021, , 1-1. 3.2 1

287 LIGHT: Lightweight Authentication for Intra Embedded Integrated Electronic Systems. IEEE
Transactions on Dependable and Secure Computing, 2023, 20, 1088-1103. 3.7 1

288 Malware Identification Method Based on Image Analysis. , 2021, , . 1



18

Ximeng Liu

# Article IF Citations

289 Blockchain-Based Encrypted Image Storage and Search in Cloud Computing. Lecture Notes in Computer
Science, 2022, , 413-421. 1.0 1

290 Development of a gRNA Expression and Processing Platform for Efficient CRISPR-Cas9-Based Gene
Editing and Gene Silencing in Candida tropicalis. Microbiology Spectrum, 2022, 10, e0005922. 1.2 1

291 Combating False Sense of Security: Breaking the Defense of Adversarial Training Via Non-Gradient
Adversarial Attack. , 2022, , . 1

292 RESAT: A Utility-Aware Incentive Mechanism-Based Distributed Spatial Cloaking. IEEE Internet of Things
Journal, 2022, 9, 23201-23214. 5.5 1

293 Structured Document Model and Its Secure Access Control in Cloud Computing. , 2013, , . 0

294 SybMatch: Sybil Detection for Privacy-Preserving Task Matching in Crowdsourcing. , 2018, , . 0

295 Cross-Organizational Access Control for EHRs: Trustworthy, Flexible, Transparent. , 2019, , . 0

296 Security Analysis and Improvements on a Remote Integrity Checking Scheme for
Regenerating-Coding-Based Distributed Storage. Security and Communication Networks, 2021, 2021, 1-8. 1.0 0

297 An Improved Group Signature Scheme with VLR over Lattices. Security and Communication Networks,
2021, 2021, 1-10. 1.0 0

298 Flexible and Privacy-preserving Framework for Decentralized Collaborative Learning. , 2020, , . 0

299 Privacy-Preserving Property Prediction for New Drugs with MPNN. Lecture Notes of the Institute for
Computer Sciences, Social-Informatics and Telecommunications Engineering, 2021, , 446-461. 0.2 0

300 VarDefense: Variance-Based Defense against Poison Attack. Wireless Communications and Mobile
Computing, 2021, 2021, 1-9. 0.8 0

301 Privacy-Preserving Traffic Violation Image Filtering and Searching via Crowdsensing. Mobile Networks
and Applications, 0, , 1. 2.2 0

302 SecMPNN: 3-Party Privacy-Preserving Molecular Structure Properties Inference. , 2022, , . 0


