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29 DLSeF. Transactions on Embedded Computing Systems, 2017, 16, 1-24. 2.1 61

30 STrust: A Trust Model for Social Networks. , 2011, , . 58

31 Cross-Target Stance Classification with Self-Attention Networks. , 2018, , . 58

32 A dynamic prime number based efficient security mechanism for big sensing data streams. Journal of
Computer and System Sciences, 2017, 83, 22-42. 0.9 54
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38 SMARTSHIELD: Automatic Smart Contract Protection Made Easy. , 2020, , . 45
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41 SDN-Enabled Secure IoT Architecture. IEEE Internet of Things Journal, 2021, 8, 6549-6564. 5.5 44
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2017, 5, e29.

1.3 34



5

Surya Nepal

# Article IF Citations

55 SEEN: A Selective Encryption Method to Ensure Confidentiality for Big Sensing Data Streams. IEEE
Transactions on Big Data, 2019, 5, 379-392. 4.4 32
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74 SafeProtect: Controlled Data Sharing With User-Defined Policies in Cloud-Based Collaborative
Environment. IEEE Transactions on Emerging Topics in Computing, 2016, 4, 301-315. 3.2 22
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78 Reputation Management for Composite Services in Service-Oriented Systems. International Journal of
Web Services Research, 2011, 8, 29-52. 0.5 21
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82 Fuzzy Extractors for Biometric Identification. , 2017, , . 20
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