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8 Achieve Efficient and Privacy-Preserving Disease Risk Assessment Over Multi-Outsourced Vertical
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27 Detection of False Data Injection Attacks on Smart Grids: A Resilience-Enhanced Scheme. IEEE
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Journal of Biomedical and Health Informatics, 2022, 26, 2020-2031. 3.9 18
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33 Ubiquitous Transmission Service: Hierarchical Wireless Data Rate Provisioning in Space-Air-Ocean
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34 An Efficient and Privacy-Preserving Route Matching Scheme for Carpooling Services. IEEE Internet of
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2021, , . 9



6

Rongxing Lu

# Article IF Citations

73 Efficient Policy-Hiding and Large Universe Attribute-Based Encryption With Public Traceability for
Internet of Medical Things. IEEE Internet of Things Journal, 2021, 8, 10963-10972. 5.5 46
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82 An Efficient and Privacy-Preserving Biometric Identification Scheme Based on the FITing-Tree. Security
and Communication Networks, 2021, 2021, 1-15. 1.0 1

83 On Security of an Identity-Based Dynamic Data Auditing Protocol for Big Data Storage. IEEE
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147 Security and Efficiency Enhanced Revocable Access Control for Fog-Based Smart Grid System. IEEE
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148 Achieving Efficient and Privacy-Preserving Multi-Keyword Conjunctive Query Over Cloud. IEEE Access,
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149 A New Communication-Efficient Privacy-Preserving Range Query Scheme in Fog-Enhanced IoT. IEEE
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151 A Privacy-Preserving and Verifiable Querying Scheme in Vehicular Fog Data Dissemination. IEEE
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152 A Practical and Compatible Cryptographic Solution to ADS-B Security. IEEE Internet of Things Journal,
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154 An Efficient and Privacy-Preserving Disease Risk Prediction Scheme for E-Healthcare. IEEE Internet of
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156 Energy-Aware Encryption for Securing Video Transmission in Internet of Multimedia Things. IEEE
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Dependable and Secure Computing, 2018, 15, 27-39. 3.7 129

158 Enhancing Trust Management for Wireless Intrusion Detection via Traffic Sampling in the Era of Big
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Networking and Applications, 2018, 11, 966-978. 2.6 17

160 Achieving Secure and Privacy-Preserving Incentive in Vehicular Cloud Advertisement Dissemination.
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161 Achieving high performance and privacy-preserving query over encrypted multidimensional big
metering data. Future Generation Computer Systems, 2018, 78, 392-401. 4.9 53

162 Efficient privacy-preserving online medical primary diagnosis scheme on naive bayesian classification.
Peer-to-Peer Networking and Applications, 2018, 11, 334-347. 2.6 26
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163 Privacy-preserving personal data operation on mobile cloudâ€”Chances and challenges over advanced
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164 PPDP: An efficient and privacy-preserving disease prediction scheme in cloud-based e-Healthcare
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167 Efficient and Privacy-Preserving Online Face Recognition Over Encrypted Outsourced Data. , 2018, , . 7

168 An Efficient and Privacy-Preserving $k$-NN Query Scheme for eHealthcare Data. , 2018, , . 0
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171 Distributed Task Allocation to Enable Collaborative Autonomous Driving With Network
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173 Identifying Passive Message Fingerprint Attacks via Honey Challenge in Collaborative Intrusion
Detection Networks. , 2018, , . 6
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175 State Estimation Based Energy Theft Detection Scheme with Privacy Preservation in Smart Grid. , 2018, ,
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176 Efficient and Privacy-Preserving Dynamic Spatial Query Scheme for Ride-Hailing Services. IEEE
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177 Verifiable Outsourcing Computation for Matrix Multiplication With Improved Efficiency and
Applicability. IEEE Internet of Things Journal, 2018, 5, 5076-5088. 5.5 29

178 Achieving Energy Efficiency and Sustainability in Edge/Fog Deployment. , 2018, 56, 20-21. 7
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Letters, 2018, 22, 1556-1559. 2.5 1

180 A Secure Content Caching Scheme for Disaster Backup in Fog Computing Enabled Mobile Social
Networks. IEEE Transactions on Industrial Informatics, 2018, 14, 4579-4589. 7.2 64
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Achieve Efficient and Privacy-Preserving Proximity Detection Scheme for Social Applications. Lecture
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182 A Privacy-Preserving Online Medical Prediagnosis Scheme for Cloud Environment. IEEE Access, 2018, 6,
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183 Reliable and Privacy-Preserving Selective Data Aggregation for Fog-Based IoT. , 2018, , . 19
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