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and Security, 2019, 86, 132-146.

A Lightweight Anonymous Authentication Protocol with Perfect Forward Secrecy for Wireless

Sensor Networks. Sensors, 2017, 17, 2681. 3.8 43

A secure authentication scheme with forward secrecy for industrial internet of things using Rabin
cryptosystem. Computer Communications, 2020, 160, 215-227.
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A Realistic Distributed Conditional Privacy- Preserving Authentication Scheme for Vehicular Ad Hoc
Networks. IEEE Access, 2018, 6, 26307-26317.

A Blockchain-Based Privacy-Awareness Authentication Scheme With Efficient Revocation for

Multi-Server Architectures. IEEE Access, 2019, 7, 125840-125853. 4.2 31

Efficient and privacy-preserving authentication scheme for wireless body area networks. Journal of
Information Security and Applications, 2020, 52, 102499.

An Efficient Lightweight Authentication Scheme With Adaptive Resilience of Asynchronization Attacks
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Lightweight and privacya€preserving authentication scheme with the resilience of desynchronisation
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An Efficient Privacy-Aware Authentication Scheme With Hierarchical Access Control for Mobile
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