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Based VANET. /EEE Transactions on Information Forensics and Security, 2022, 17, 317-331
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Systems. IEEE Systems Journal, 2022, 1-12

A blockchain-based cross-domain and autonomous access control scheme for internet of things.
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. IEEE Internet of Things Journal, 2021, 1-1
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Networks. /EEE Transactions on Vehicular Technology, 2021, 1-1
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Multi-Copy and Multi-Server Provable Data Possession for Cloud-Based |0T. /EEE Internet of Things
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Internet of Things Journal, 2021, 1-1
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A Self-Trading and Authenticated-Roaming Scheme based on Blockchain for Smart Grid. /EEE
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Networks. /EEE Internet of Things Journal, 2021, 8, 7863-7873 79

NLP-based digital forensic investigation platform for online communications. Computers and
Security, 2021, 104, 102210

DAD: A Distributed Anomaly Detection system using ensemble one-class statistical learning in edge
networks. Future Generation Computer Systems, 2021, 118, 240-251 75 5

Preventing and Controlling Epidemics Through Blockchain-Assisted Al-Enabled Networks. /EEE
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Time-Efficient Ensemble Learning with Sample Exchange for Edge Computing. ACM Transactions on
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Cloud Networks. /EEE Internet of Things Journal, 2021, 8, 9463-9472
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The Application of the Blockchain Technology in Voting Systems. ACM Computing Surveys, 2021, 54, 1-2813.4

A design science approach to developing an integrated mobile app forensic framework. Computers
and Security, 2021, 105, 102226 49 2

SBBS: A Secure Blockchain-Based Scheme for loT Data Credibility in Fog Environment. /EEE Internet
of Things Journal, 2021, 8, 9268-9277

Blockchain-Based Key Management Scheme in Fog-Enabled loT Systems. /EEE Internet of Things
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. IEEE Internet of Things Journal, 2021, 8, 10963-10972

Are You Dating Danger? An Interdisciplinary Approach to Evaluating the (In)Security of Android ;
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Multi-Area Throughput and Energy Optimization of UAV-Aided Cellular Networks Powered by Solar
Panels and Grid. /EEE Transactions on Mobile Computing, 2021, 20, 2427-2444

An Efficient and Privacy-Preserving Outsourced Support Vector Machine Training for Internet of L
Medical Things. /EEE Internet of Things Journal, 2021, 8, 458-473 o7 24

A Survey of Blockchain Applications in the Energy Sector. /EEE Systems Journal, 2021, 15, 3370-3381
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Cyber-Physical Cloud Environment. /EEE Transactions on Cloud Computing, 2021, 9, 318-330 33 9
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754 Transactions on Industrial Informatics, 2021, 17, 514-523 9 17

Privacy-Preserving Reinforcement Learning Design for Patient-Centric Dynamic Treatment
Regimes. IEEE Transactions on Emerging Topics in Computing, 2021, 9, 456-470

Privacy-Preserving Attribute-Based Keyword Search in Shared Multi-owner Setting. /EEE L
752 Transactions on Dependable and Secure Computing, 2021, 18, 1080-1094 39 7

Fault-Tolerant Multisubset Aggregation Scheme for Smart Grid. /EEE Transactions on Industrial
Informatics, 2021, 17, 4065-4072

Ethereum smart contract security research: survey and future research opportunities. Frontiers of

759 Computer Science, 2021, 15, 1 2227

A Multikernel and Metaheuristic Feature Selection Approach for IoT Malware Threat Hunting in the
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3 PPChain: A Privacy-Preserving Permissioned Blockchain Architecture for Cryptocurrency and Other
74 Regulated Applications. /EEE Systems Journal, 2021, 15, 4367-4378 43
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transfer, Ether cheque and smart contracts. /nformation Sciences, 2021, 544, 469-484

A survey of empirical performance evaluation of permissioned blockchain platforms: Challenges

746 and opportunities. Computers and Security, 2021, 100, 102078 49 22
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Optimization. Future Generation Computer Systems, 2021, 115, 659-670

Blockchain-based multi-party proof of assets with privacy preservation. Information Sciences, 2021,
744 547, 609-621 7

A privacy-preserving protocol for continuous and dynamic data collection in IoT enabled mobile app
recommendation system (MARS). Journal of Network and Computer Applications, 2021, 174, 102874

Universal location referencing and homomorphic evaluation of geospatial query. Computers and
742 Security, 2021, 102, 102137 49 3

Resurrecting anti-virtualization and anti-debugging: Unhooking your hooks. Future Generation
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A survey of machine learning techniques in adversarial image forensics. Computers and Security,
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Secure and Verifiable Multikey Image Search in Cloud-Assisted Edge Computing. /EEE Transactions
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Blockchain-Enabled Trustworthy Group Communications in UAV Networks. /EEE Transactions on
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loTCop: A Blockchain-Based Monitoring Framework for Detection and Isolation of Malicious

Devices in Internet-of-Things Systems. IEEE Internet of Things Journal, 2021, 8, 3346-3359
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6 Multi-Authority Attribute-Based Keyword Search over Encrypted Cloud Data. /EEE Transactions on
73 Dependable and Secure Computing, 2021, 1-1 39 34

A Fuzzy Authentication System Based on Neural Network Learning and Extreme Value Statistics.
IEEE Transactions on Fuzzy Systems, 2021, 29, 549-559

Group trip planning and information seeking behaviours by mobile social media users: A study of
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Semantic Learning Based Cross-Platform Binary Vulnerability Search For |oT Devices. IEEE
Transactions on Industrial Informatics, 2021, 17,971-979

732 . IEEE Internet of Things Journal, 2021, 1-1 107 3

Secure Data Deduplication Protocol for Edge-Assisted Mobile CrowdSensing Services. IEEE
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Boosting-based DDoS Detection in Internet of Things Systems. /EEE Internet of Things Journal, 2021
730 14 107 16

OBFP: Optimized Blockchain-Based Fair Payment for Outsourcing Computations in Cloud
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Attacking the Edge-of-Things: A Physical Attack Perspective. IEEE Internet of Things Journal, 2021, 1-1

Verifiable Semantic-aware Ranked Keyword Search in Cloud-Assisted Edge Computing. /EEE
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Al-Enabled Threat Intelligence and Hunting Microservices for Distributed Industrial IoT System.
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Efficient and Privacy-Preserving Multi-Party Skyline Queries Over Encrypted Data. /EEE Transactions
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Pocket Diagnosis: Secure Federated Learning against Poisoning Attack in the Cloud. /EEE
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A cost-sensitive deep learning based approach for network traffic classification. /EEE Transactions

719 on Network and Service Management, 2021, 1-1 8 3

Al-Assisted Energy-Efficient and Intelligent Routing for Reconfigurable Wireless Networks. /EEE
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