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45 Computational Intelligence, 2015, 73-80

Comprehensive Approach to Increase Cyber Security and Resilience 2015,

Hardening Web Applications against SQL Injection Attacks Using Anomaly Detection Approach.
43 Advances in Intelligent Systems and Computing, 2015, 285-292 o4

Advanced services for critical infrastructures protection. Journal of Ambient Intelligence and
Humanized Computing, 2015, 6, 783-795

41 Adapting an Ensemble of One-Class Classifiers for a Web-Layer Anomaly Detection System 2015, 7

Machine learning techniques applied to detect cyber attacks on web applications. Logic Journal of

the IGPL, 2015, 23, 45-56




(2011-2015)
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39 Systems and Computing, 2015, 485-495 10

Machine Learning Techniques for Cyber Attacks Detection. Advances in Intelligent Systems and
Computing, 2014, 391-398

Modelling HTTP Requests with Regular Expressions for Detection of Cyber Attacks Targeted at
37 Web Applications. Advances in Intelligent Systems and Computing, 2014, 527-535 o4

Network Traffic Prediction and Anomaly Detection Based on ARFIMA Model. Advances in Intelligent
Systems and Computing, 2014, 545-554

A Proposal of Algorithm for Web Applications Cyber Attack Detection. Lecture Notes in Computer

35 science, 2014, 680-687 09 10

Real-Time Analysis of Non-stationary and Complex Network Related Data for Injection Attempts
Detection. Advances in Intelligent Systems and Computing, 2014, 257-264

A Simplified Visual Cortex Model for Efficient Image Codding and Object Recognition. Advances in o
33 Intelligent Systems and Computing, 2014, 271-278 4

Current cyber security threats and challenges in critical infrastructures protection 2013,

. Evaluation of Various Techniques for SQL Injection Attack Detection. Advances in Intelligent
3 Systems and Computing, 2013, 753-762 04

Online Social Networks: Emerging Security and Safety Applications. Advances in Intelligent Systems
and Computing, 2013, 291-302

5 Correlation Approach for SQL Injection Attacks Detection. Advances in Intelligent Systems and o L
9 Computing, 2013, 177-185 4 13

Information Exchange Mechanism between Federated Domains: P2P Approach. Advances in
Intelligent Systems and Computing, 2013, 187-196

, Computer Vision Method for Detecting Adult-Oriented Content in Images. Advances in Intelligent
7 Systems and Computing, 2013, 19-24 4

Contactless palmprint and knuckle biometrics for mobile devices. Pattern Analysis and Applications,
2012, 15, 73-85

25 Knuckle Recognition for Human Identification. Advances in Intelligent and Soft Computing, 2011, 61-70 2

Stereovision System for Visually Impaired. Advances in Intelligent and Soft Computing, 2011, 459-468

5 Network Events Correlation for Federated Networks Protection System. Lecture Notes in Computer o
3 Science, 2011, 100-111 9 7
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