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84 Selection-Based Scheduling Algorithms under Service Level Agreement Constraints. , 2017, , . 4
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194 An asynchronous covert channel using spam. Computers and Mathematics With Applications, 2012, 63,
437-447. 2.7 34

195 A Secure Distributed Video Surveillance System Based on Portable Devices. Lecture Notes in Computer
Science, 2012, , 403-415. 1.3 10
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201 Automatic, Selective and Secure Deletion of Digital Evidence. , 2011, , . 15
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213 An Extensible Framework for Efficient Secure SMS. , 2010, , . 39

214 An Enhanced Firewall Scheme for Dynamic and Adaptive Containment of Emerging Security Threats. ,
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216 Towards a Lawfully Secure and Privacy Preserving Video Surveillance System. Lecture Notes in
Business Information Processing, 2010, , 73-84. 1.0 12



14

Aniello Castiglione

# Article IF Citations
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218 Taking advantages of a disadvantage: Digital forensics and steganography using document metadata.
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