
Aniello Castiglione

List of Publications by Year
in descending order

Source: https://exaly.com/author-pdf/7454231/publications.pdf

Version: 2024-02-01

219

papers

4,647

citations

33

h-index

126907

56

g-index

149698

230

all docs

230

docs citations

230

times ranked

4520

citing authors



Aniello Castiglione

2

# Article IF Citations

1 Network anomaly detection with the restricted Boltzmann machine. Neurocomputing, 2013, 122, 13-23. 5.9 295

2 OBPP: An ontology-based framework for privacy-preserving in IoT-based smart city. Future Generation
Computer Systems, 2021, 123, 1-13. 7.5 160

3 Multi-layer cloud architectural model and ontology-based security service framework for IoT-based
smart homes. Future Generation Computer Systems, 2018, 78, 1040-1051. 7.5 158
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36 Security and privacy issues in the Portable Document Format. Journal of Systems and Software, 2010,
83, 1813-1822. 4.5 34



4

Aniello Castiglione

# Article IF Citations
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73 An HLAâ€•based framework for simulation of largeâ€•scale critical systems. Concurrency Computation
Practice and Experience, 2016, 28, 400-419. 2.2 21
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201 Message from BWCCA 2012 International Conference Organizers. , 2012, , . 0
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203 CWECS 2013: Message from the Workshop Organizers. , 2013, , . 0
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214 Message from the UbiSafe 2016 Symposium Chairs. , 2016, , . 0
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217 Dealing with Reliable Event-Based Communications by Means of Layered Multicast. Lecture Notes in
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218 Dependable Person Recognition by Means of Local Descriptors of Dynamic Facial Features.
Communications in Computer and Information Science, 2019, , 247-261. 0.5 0

219 Energy Awareness and Secure Communication Protocols: The Era of Green Cybersecurity.
Communications in Computer and Information Science, 2020, , 159-173. 0.5 0


